
 

 

Privacy Policy 
Effective Date: 12/02/2025 

1. Introduction 

Welcome to Demonopol LLC (“Company,” “we,” “us,” or “our”). This Privacy Policy 
describes how we collect, use, and share information when you (“user” or “you”) 
access or use our website(s), platform, token sale services, or any other services 
we may offer (collectively, the “Services”). 

We operate a multi-chain platform supporting interactions across Sui, Supra, 
Ethereum, Hela, stablecoins, and other emerging blockchain networks 
(collectively “Blockchains”). By accessing or using our Services, you consent to 
this Privacy Policy. If you do not agree with this Privacy Policy, please refrain from 
using our Services. 

 

2. Information We Collect 

2.1 Personal Information 

We may collect personally identifiable information (“Personal Information”) 
about you, such as: 

●​ Identity Data: Full name, date of birth, nationality, and any proof-of-identity 
documentation (e.g., passport, driver’s license), if needed for KYC/AML 
checks. 

●​ Contact Data: Email address, phone number, or mailing address. 
●​ Financial Data: Public wallet addresses across our supported Blockchains 

(e.g., Sui, Supra, Ethereum, Hela), payment details for stablecoins, 
transaction histories on our platform. 
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●​ Compliance Data: Information required to comply with relevant legal and 
regulatory requirements, such as anti-money laundering (AML) or 
sanctions checks. 

2.2 Non-Personal Information 

We may collect technical, aggregated, or anonymized data that does not directly 
identify you, such as: 

●​ Device Information: IP address, browser type, operating system, device 
identifiers. 

●​ Usage Data: Pages visited, links clicked, access times, and referring 
websites. 

2.3 Cookies & Tracking Technologies 

We may use cookies, web beacons, and other similar technologies to collect data 
regarding your interactions with our Services. You can control cookies at the 
browser level; however, disabling cookies may limit some functionality. 

 

3. How We Use Your Information 

We may use your information for various business and compliance purposes, 
including to: 

1.​ Provide Services: Facilitate your participation in our multi-chain token 
sales, governance platforms, or other offerings. 

2.​ Verification & Security: Verify your identity for KYC/AML compliance, 
prevent fraudulent transactions, and maintain the security of our Services. 

3.​ Legal & Regulatory Compliance: Comply with applicable laws, regulations, 
court orders, government, and law enforcement requests. 

4.​ Improve User Experience: Analyze usage patterns to enhance, optimize, or 
personalize our Services. 

5.​ Communications: Respond to your inquiries and provide updates or 
administrative and promotional communications. 
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6.​ Internal Operations: Conduct data analysis, audits, or troubleshoot 
technical issues. 

 

4. Legal Bases for Processing (If Applicable) 

In certain jurisdictions (e.g., the European Economic Area, the United Kingdom): 

●​ We may process Personal Information only where we have a legal basis, 
such as consent, contractual necessity, legitimate interests, or legal 
obligation. 

 

5. How We Share Your Information 

We may share your Personal Information in the following ways: 

1.​ Service Providers: With our third-party vendors or partners (e.g., for 
KYC/AML checks, payment processing, analytics) under contractual 
obligations of confidentiality. 

2.​ Legal Requirements: To comply with applicable laws, regulations, or legal 
processes (e.g., subpoenas, court orders), or to respond to lawful requests 
by public authorities (e.g., law enforcement). 

3.​ Business Transfers: In connection with any merger, sale of company 
assets, financing, or acquisition of all or a portion of our business, subject to 
confidentiality agreements. 

4.​ Enforcing Our Rights: To protect and enforce our legal rights, to protect 
against fraud, and to ensure the security of our systems. 

We do not sell or rent your Personal Information to third parties. 
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6. Multi-Chain Data Transfers 

Your data, including blockchain transaction data, may be recorded on Sui, 
Supra, Ethereum, Hela, or other supported blockchain networks, which are 
decentralized and global by nature. By using our Services, you explicitly 
acknowledge that transaction data may be publicly visible on the respective 
blockchains and stored on multiple nodes worldwide, which may be outside of 
your country of residence. 

In addition, your information may be transferred to and stored on servers in 
countries different from where you live, which may have privacy laws less 
protective than those in your jurisdiction. By using our Services, you consent to 
such data transfers and storage. 

 

7. Data Retention 

We retain your Personal Information for as long as necessary to fulfill the 
purposes for which it was collected, comply with our legal and regulatory 
obligations, resolve disputes, enforce our agreements, or otherwise protect our 
legitimate interests. 

 

8. Security Measures 

We implement reasonable physical, administrative, and technical safeguards to 
protect your Personal Information. However, no transmission over the internet 
can be guaranteed secure, and we cannot ensure or warrant the security of any 
information you provide to us. 

 

9. Your Rights and Choices 
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Depending on your jurisdiction, you may have rights over your Personal 
Information, including the right to: 

●​ Access: Request a copy of your Personal Information. 
●​ Rectify: Update or correct inaccuracies in your data. 
●​ Delete: Ask us to delete your Personal Information (though we may retain 

certain data if required by law or for legitimate business interests). 
●​ Object/Restrict: Limit our processing of your data in certain circumstances. 
●​ Withdraw Consent: If processing is based on consent, you may withdraw 

consent at any time (this does not affect prior processing). 

To exercise these rights, please contact us using the details in Section 13. We 
may require that you verify your identity before responding to such requests. 

 

10. Third-Party Websites & Services 

Our website or Services may contain links to third-party sites or services. We do 
not control and are not responsible for the privacy practices of these third 
parties. We encourage you to review their privacy policies separately. 

 

11. Children’s Privacy 

Our Services are not intended for children under 18 years of age (or higher if 
required by the laws of your jurisdiction). We do not knowingly collect Personal 
Information from children. If you believe we have inadvertently collected such 
data, please contact us to delete it. 

 

12. Changes to this Privacy Policy 

We may update this Privacy Policy from time to time. When we do, we will revise 
the “Effective Date” at the top of this page and, in some cases, notify you via 
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email or by posting a prominent notice on our website. Your continued use of 
the Services after any changes signifies your acceptance of the updated Privacy 
Policy. 

 

13. Contact Us 

If you have any questions, concerns, or requests related to this Privacy Policy, 
please contact us at: 

Demonopol LLC​
Company No : 4008 LLC​
P.O Box 2897, kingstown, St. Vincent and the Grenadines 

Email: legal@demonopol.com 
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